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 Summary 

EU Digital Regulation Agenda: leveraging digital technologies to strengthen 
the Single Market  
2016 will be an intense year for the European Commission (EC) to turn the Digital Single Market strategy 

and the Green Paper on retail financial services into concrete regulatory proposals. The EC should make the 

most out of technological developments to overcome the existing barriers to the EU Single Market. 

Digital onboarding of financial services: the electronic identity as a key 
element 
Nowadays, consumers have the chance to shop online for countless goods and services. This practice, 

which is such an everyday phenomenon in other areas, is still not fully established for financial services. The 

main problem arises when consumers decide to strike up a business relationship with a financial institution 

via the internet. For such a straightforward step to be taken, the regulations have to allow banks to confirm 

remotely the identity of their new customers. Thus, a reliable digital identification mechanism is key to fully 

enabling online financial services. 

Internet usage in Spain: generational approach 
Internet usage constitutes a relevant factor that determines the expansion of specialized services, such as 

electronic banking. Over time, there is convergence in the use of Internet for the younger consumers and a 

dichotomous phenomenon is generated between this group and the older consumers. Education level is also 

an important element to take into account in this issue. 

Update on a European instant payment scheme based on credit transfers 
(SCT instant scheme) 
The Euro Retail Payments Board (ERPB) together with the European Payments Council (EPC) are 

developing a pan-European instant payment scheme in close contact with industry stakeholders. The EPC 

proposal for the design of a SCT Instant scheme, approved by the ERPB at its meeting on 26 November, 

establishes the basis for an instant payment scheme based on credit transfers, although it requires further 

development. This scheme is expected to come into force by the end of 2016. Spain is already taking steps 

to create its own instant payment system to be able to connect to the SCT Instant scheme and, thus, to all 

SEPA countries. 

Neobanks: creating a digital bank from scratch 
Among the FinTech firms, some aspire to become banks and to provide a purely digital alternative to 

traditional institutions. Up to now, the biggest stumbling block they had run up against had been the 

complexity and cost when it came to obtaining a banking licence, but in the UK steps have already been 

taken to simplify this process, which has spawned several “neobanks”. 
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 1 EU Digital Regulation Agenda 

Leveraging digital technologies to strengthen the Single Market 
2016 will be an intense year for the European Commission (EC) to turn the Digital Single Market strategy 

and the Green Paper on retail financial services into concrete regulatory proposals. The EC should make 

the most out of technological developments to overcome the existing barriers to the EU Single Market. 

Since the digital ecosystem blurs geographical barriers, it is a powerful tool to overcome the existing EU 

market fragmentation in different economic sectors. Digital channels facilitate transactions between 

geographically dispersed agents. Yet regulatory and administrative obstacles still limit cross-border 

transactions, fragmenting the internal market. For this reason, the EC is working on several initiatives to 

remove or mitigate these obstacles and to make best use of new technology to strengthen the Single Market.   

The Digital Single Market strategy 

In May 2015, the Commission launched the Digital Single Market (DSM) strategy, aiming to remove the 

technical and legal barriers that prevent the European Union from constituting a single market for digital 

activities. As well as scaling up the market where digital business operates, the DSM strategy aims to 

address competition concerns – arising from the entrance of new market players and the role of online 

platforms and intermediaries – and to reinforce trust and security in digital services. The strategy is built on 

three pillars: guaranteeing better access for consumers and businesses to digital goods and services across 

Europe, creating the right conditions and a level playing field for digital networks and innovative services to 

flourish, and maximising the growth potential of the digital economy. 

Despite the broad name of the strategy, most of its 16 initiatives are particularly targeted at a few sectors: e-

commerce, the content and audio-visual industry and the telecoms sector. The EC is carrying out public 

consultations to gather views from all stakeholders before turning the DSM initiatives into concrete legislative 

and non-legislative proposals by the end of 2016. Along with more sector-specific initiatives, the Commission 

plans to establish a contractual public-private partnership on cyber security, to tackle restrictions on the free 

flow of data within the European Union and to launch a European Cloud initiative covering the certification of 

cloud services and the switching between providers. These initiatives will complete the Network and 

Information Security (NIS) Directive and the General Data Protection Regulation (GDPR), the formal 

adoption of which will take place in early 2016.  

The NIS Directive – the first EU-wide legislation on cybersecurity – will increase cooperation between 

member states and lay down obligations for certain firms. Operators of essential services in the energy, 

transport, finance and healthcare sectors, and providers of key digital services like online marketplaces, 

search engines and cloud computing, will be required to take appropriate security measures and to report 

incidents to the national authorities. The requirements will be stronger for essential operators than for digital 

service providers, in line with the degree of risk posed by any disruption to their services. On the other hand, 

each EU country shall designate one or more national competent authorities and set out a strategy to deal 

with cyber threats. Cooperation between member states – both strategic and operational – will take place 

through a ‘Coordination Group’ and a network of Computer Security Incident Response Teams.  

On the other hand, the GDPR will update and modernise the principles of the 1995 Data Protection Directive 

to guarantee privacy rights. It focuses on: reinforcing individuals' rights, strengthening the EU internal 

market, ensuring stronger enforcement of the rules, streamlining international transfers of personal data and 

setting global data protection standards. Businesses should benefit from a single set of rules when offering 

their services in the EU, regardless of where they are established. Moreover, companies will only have to 

deal with one single supervisory authority.  
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The Green Paper on retail financial services 

In December 2015, the European Commission launched a Green Paper on retail financial services, aimed at 

overcoming the existing EU market fragmentation for insurance, loans, payments, current and savings accounts 

and other retail investments. The Commission finds evidence of fragmentation in the limited cross-border activity 

(less than 3% of consumers have already purchased credit cards, current accounts or mortgages from another 

member state), the differing prices across countries for identical or similar products and the constrained choices 

available to consumers in some member states. To overcome this market fragmentation, the EC wants to make it 

easier for providers to offer their services in other EU countries; and for consumers to buy the services offered in 

other member states and to take their financial services with them if they move within the EU.  

Digital channels offer a great opportunity to foster cross-border activity without requiring banks to physically 

establish in other member states. Making the best use of new technology is therefore highlighted by the 

Commission as one of the ways to address the specific barriers that consumers and firms face in making full use 

of the Single Market for retail financial services. For instance, cross-border e-identification is one of the areas 

where the EC sees considerable potential for improvement. Some of the possible measures raised by the 

Commission are the extension of distance verification methods currently available in some member states, the 

successful take-up of the regulation on electronic identification and trust services (eIDAS Regulation), the removal 

of administrative limits on distance contracting and the development of further e-identity schemes. 

As a first step in the roadmap for the Green Paper, the Commission will gather views from stakeholders in a 

public consultation open until 18 March 2016. Then, taking account of the barriers identified to cross-border 

activity and the proposed solutions, the Commission envisages releasing an Action Plan in the summer of 

2016. Specific legislative and non-legislative measures are expected in the following years to strengthen the 

Single Market for retail financial services. 

Developments in the payments’ landscape 

The new Payment Services Directive (PSD2), catering for regulation of the so far largely unregulated ‘access 

to accounts’ by third party providers (TPPs), was formally adopted in November 2015. It requires banks to 

grant TPPs access to the customers’ accounts, enabling these providers to offer their payment initiation or 

account information services through the banks’ infrastructure.  

Member states have two years to transpose the PSD2 into their national laws and regulations. At the same 

time, the European Banking Authority (EBA) is in charge of releasing the guidelines and technical standards 

that will develop the Directive. As a first step, the EBA has already launched two public consultations to seek 

input on strong customer authentication and secure communication and on the cooperation and exchange of 

information between national supervisory authorities.  

The EBA could further clarify pending issues to ensure security and customers’ trust: i) the assignment of 

liability between the bank and the TPP in case of breach or fraud; ii) the definition of the strong 

authentication method that will be required between the TPP and the bank; and iii) the customers’ data that 

TPPs will be allowed to retrieve when accessing accounts. 

On the other hand, the European Central Bank (ECB), the European Retail Payments Board (ERPB) and the 

European Payments Council (EPC) are working on the development of instant payments in euro, which are 

expected to become a reality by November 2017. A new SEPA scheme for instant credit transfers will be 

created to avoid a fragmentation of solutions in Europe. The EPC plans to release the draft of the rulebook 

(the technical and business rules governing the scheme) by the summer of 2016. After a three-month public 

consultation, it should be available for voluntary adherence by EU payment service providers from November 

2016, and will enter into force one year later. Simultaneously, the EPC will address several pending issues, 

such as the maximum number of seconds needed to process an instant credit transfer and the maximum 

amount in euro per transaction.  
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 2 Digital onboarding of financial services 

The electronic identity as a key element 
Nowadays, consumers have the chance to shop online for countless goods and services. This 

practice, which is such an everyday phenomenon in other areas, is still not fully established for 

financial services. The main problem arises when consumers decide to strike up a business 

relationship with a financial institution via the internet. For such a straightforward step to be taken, 

the regulations have to allow banks to confirm remotely the identity of their new customers. Thus, a 

reliable digital identification mechanism is key to fully enabling online financial services. 

Setting up a Google or Facebook user account, starting to use Skype, or shopping on Amazon are activities 

that anybody typically engages in from their PC, tablet or mobile. The financial services industry has also 

been offering its customers the opportunity to make monetary transactions via digital channels of this kind. 

However, signing up a new customer with a financial institution (for example, to open a checking account) 

and using these digital channels is not always possible. There are certain restrictions in place, which are 

typically to do with regulations to prevent money-laundering and the financing of terrorism, and which in 

particular entail an obligation to obtain a reliable identification of the customer before proceeding with the 

contracting of any product or making certain transactions.  

This difference is crucial as regards other providers of products and services via the internet. Google, 

Facebook or Skype do not require verification of the true identity of people who use their services, and not 

even Amazon needs authentication of the actual ID of its customers when they shop, although it will 

obviously make efforts to ensure that buying is not fraudulent.  

Within the orbit of financial services, once the customer’s identity has been verified for the first time, the bank 

provides certain credentials and authentication mechanisms for subsequent interaction that often allow new 

products to be signed up for, or transactions to be made under previously acquired product arrangements, in 

a way that is akin to the other online services which we have already mentioned. 

The regulatory framework that affects the registration of customers in the financial sector is not completely 

homogeneous worldwide. Certain countries ban registration through digital channels and require a physical 

meeting, so as to identify customers and check their ID documentation. On the other hand, in those places 

where virtual sign-up is permitted, it is sometimes hard to establish mechanisms for identifying customers 

that enable irrefutable determination of who they actually are when using such digital channels. 

In those countries which have an electronic version of the official ID document that is issued by the 

government, this mechanism can often be used to effect remote verifiable identification of customers. Even 

so, in certain cases it is not always easy for consumers to use such electronic versions of their ID document, 

such as when their credentials are stored on smart cards (with a chip) and the consumer does not have a 

peripheral device that can read the card, or they simply wish to use their mobile or tablet instead of a 

traditional PC, which has become an increasingly popular trend of late. 

In other cases, such as the UK or the United States, they do not have any official, government-issued ID 

document (other than their passport, which not all citizens possess), which means that alternative 

mechanisms have to be used, such as validation of customer details using information provided by third 

parties, or based on other documents that can help for ID purposes, such as driving licences. Such methods 

that rely on checking the information provided by customers via third parties can have the drawback of 

potential customers having to provide more information during the registration process. 
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Generally speaking, all of these due diligence mechanisms mean that over the course of the registration as a 

customer with a financial institution via digital channels, the customer experience pales somewhat when set 

against the standards laid down by the internet giants which most customers have at their disposal as a 

ready reference. 

Besides identifying the customer, for full completion of the registration process online, there has to be legal 

coverage for electronic signing processes, so that the customer can remotely sign contracts which are 

associated with the products being proposed. To cite two extreme examples, the electronic signature can be 

as simple as ticking a box that says that the terms and conditions of the product to be contracted have been 

read and acknowledging agreement with them, or this can involve methods as sophisticated as using the 

digital certificates stored in secure elements for creating an electronic signature (such as an electronic ID 

card). In this regard, as occurs with the information which the financial institution has to gather from the 

customers with whom it begins a relationship, both the regulatory framework and the level of risk which an 

institution wishes to assume come into play, thus giving rise to certain differences among the processes 

used by the various banks in the same market. 

In Spain, the government is establishing new means for identifying, authenticating and providing an 

electronic signature based on passwords agreed as an alternative to the electronic ID document, specifically 

using the Cl@ve system. Moreover, it appears that the Cl@ve system will offer cloud-based electronic 

signature services via centralised certificates and a cloud-based ID document. Should this system be 

opened up to the private sector, and become accepted as a reliable means of identification by the 

supervisory bodies in the case of the banking sector, it could make for smoother customer registration 

processes with financial institutions. On top of this, the latest version of the electronic ID document, 3.0, has 

a NFC (Near Field Communications) interface, which will facilitate interaction with it from those phones and 

tablets that feature such an interface and which are becoming increasingly common. 

From a regulatory standpoint, in the European arena the eIDAS regulation (published in 2014) seeks to 

harmonise electronic identification systems across the member states, and strives for mutual recognition of 

online services offered by public bodies for the purposes of cross-border authentication. Among the goals of 

this regulation is that of building up trust in electronic transactions in the internal European market, by 

providing a common base to achieve secure electronic interaction between citizens, firms and arms of 

government and thereby enhancing the effectiveness of public and private online services, e-businesses and 

e-commerce in the EU.  

As we have seen, there are certain issues which mean that the consumer’s experience of embarking on a 

new business relationship with financial institutions via remote mechanisms is not as swift and convenient for 

them as in the case of their dealings with other sectors. One of the future challenges will be to establish 

means of irrefutable electronic identification so that the digital onboarding of new customers by an institution 

can be carried out subject to the guarantees which the law requires, while offering consumers a high level of 

convenience and straightforwardness. 

  

http://clave.gob.es/
http://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32014R0910&from=EN
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 3 Internet usage in Spain: generational approach 

Internet usage in Spain by age and education 
Internet usage constitutes a relevant factor that determines the expansion of specialized services, 

such as electronic banking. Over time, there is convergence in the use of Internet for the younger 

consumers and a dichotomous phenomenon is generated between this group and the older 

consumers. Education level is also an important element to take into account in this issue. 

Consumer generations 
Following the storyline of the November 2015 DEO and using data from the ICT – Households Survey 

(Spanish National Statistics Institute, INE) between 2003 and 2015, consumers (above 15 years old) have 

been sorted in several groups according to their age in 2003, using ten-year intervals except for the last 

group, which includes people aged 66 or above. From this classification in 2003, the age limits are moving 

from year to year according to the surveys in subsequent years. Through this exercise, we can control for 

generations of individuals and determine the evolution of their situation in this variable. 

Figure 1.1 shows the behavior during the study period in response to the question of whether the respondent 

has ever used Internet. 

Figure 3.1 

Age distribution of Internet usage (%), 2003-2015 

 
Source: BBVA Research based on ICT-Households (INE) 

The results confirm the increase of the use of Internet in any age group between 2003 and 2015, without any 

sign of the effect of the economic cycle. The growth rate varies among age intervals and depends on the 

initial level in 2003. Over 80% of the people under 26 used Internet in 2003, and ended up converging to 

figures close to 100% by 2015. The highest increases occurred among people aged between 26 and 56, with 

an increase over 30 percentage points, because their initial situation was below 50% in 2003. The users over 

55 years of age show a much lower growth rate. The final result is twofold. On the one hand, the difference 

among age ranges for the population below 36 years old has been virtually eliminated, it has been reduced 

from the range 36-46 years old and to a lesser extent for the interval 46-56. On the other hand, there is a 

gap in Internet usage with respect to the population aged 56 or more, leading to a clear dichotomy that did 

not exist previously. 

Education and Internet usage 
Another important variable is the education level. Three levels are considered: Primary Education or lower, 

Secondary Education and University education. The results are shown in Figure 1.2.  
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 Figure 3.2 

Education and age distribution of Internet usage (%), 2003-2015 

 

 

 
Source: BBVA Research based on ICT-Households (INE)  

As with Internet availability at home, there is a positive relationship between the education level and the 

percentage of people who claim to have used the Internet, regardless of age. People with a university 

degree have reached the maximum rates in all age groups except those aged 56 years or above. 

Generational differences discussed previously are observed much like in secondary education. Primary 

education shows a greater dispersion process between age intervals and only the youngest consumers have 

rates above 90% at the end of the period. This result suggests a delay in the evolution of Internet usage 

compared to the other two education levels, especially in the younger groups. 
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 4 Update on a European instant payment scheme based 

on credit transfers (SCT Instant scheme) 

EU and Spain’s position to achieve instant payments 
The Euro Retail Payments Board (ERPB) together with the European Payments Council (EPC) are 

developing a pan-European instant payment scheme in close contact with industry stakeholders. The 

EPC proposal for the design of a SCT Instant scheme, approved by the ERPB at its meeting on 26 

November, establishes the basis for an instant payment scheme based on credit transfers, although 

it requires further development. This scheme is expected to come into force by the end of 2016. 

Spain is already taking steps to create its own instant payment system to be able to connect to the 

SCT Instant scheme and, thus, to all SEPA countries. 

Instant payments definition 

Instant payments are a key issue in financial services and several countries and companies are already 

adopting measures to achieve it. The ERPB aims to provide a common framework, together with the EPC 

and other stakeholders, to avoid fragmentation and allow interoperability in an integrated market. The 

discussion started when the ERPB requested the EPC in 2014 to develop a pan-European instant payment 

scheme. The EPC submitted a report in June 2015 followed by a proposal for the design of SCT Instant 

payment scheme approved by the ERPB at its 26 November meeting. Providing a common definition has 

been the first milestone reached in this direction. 

The ERPB defines instant payments as “electronic retail payment solutions available 24/7/365 and resulting 

in the immediate or close-to-immediate interbank clearing of the transaction and crediting of the payee’s 

account with confirmation to the payer (within seconds of payment initiation). This is irrespective of the 

underlying payment instrument used (credit transfer, direct debit or payment card) and of the underlying 

arrangements for clearing (whether bilateral interbank clearing or clearing via infrastructures) and settlement 

(e.g. with guarantees or in real time) that make this possible.”
1
  

This definition is an answer to the growing demands of digital customers who expect services anytime and 

anywhere. This definition embraces payment cards, direct debits and credit transfers. However, the design 

proposal introduces an instant payment scheme based on credit transfers. Traditionally, credit transfers were 

delayed in time and this interfered with their use for rapid payments such as those related to e-commerce. 

Allowing instant credit transfers opens up the field for new uses and services.  

How will the SCT Instant scheme work?  
This proposal aims to create a pan-European system to boost immediate payments between countries and 

relies on previous milestones reached by the Single Euro Payments Area (SEPA). For the first time, the 

message of the transfer of new funds and the funds themselves will be instantly accessible to the 

beneficiary, instead of the current execution lag of one day between the notification and availability of funds. 

The design is based on SEPA’s credit transfer scheme and it is optional for participants in its first stage. All 

account servicing payment services providers (PSPs) incorporated and/or licensed in any SEPA country will 

be allowed to join this system. However, if one participant is not reachable under the SCT Instant scheme 

the transaction will be rejected. This project takes into account that each account servicing PSP willing to 

offer a SCT Instant scheme service will have to make investments. To make it easier for participants, the 

EPC will re-use as much as possible from the current SCT Rulebook. However, some differences have 

                                                                                                                                                            
1: EPC proposal for the design of an optional euro SCT Instant scheme. (2015). EPC, EPC 269-15 v 
1.0. http://www.europeanpaymentscouncil.eu/index.cfm/knowledge-bank/epc-documents/epc-proposal-for-the-design-of-an-optional-euro-sct-instant-
scheme/epc269-15-v10-epc-proposal-for-the-design-of-an-sct-instant-scheme-in-europdf/.    

http://www.europeanpaymentscouncil.eu/index.cfm/knowledge-bank/epc-documents/epc-proposal-for-the-design-of-an-optional-euro-sct-instant-scheme/epc269-15-v10-epc-proposal-for-the-design-of-an-sct-instant-scheme-in-europdf/
http://www.europeanpaymentscouncil.eu/index.cfm/knowledge-bank/epc-documents/epc-proposal-for-the-design-of-an-optional-euro-sct-instant-scheme/epc269-15-v10-epc-proposal-for-the-design-of-an-sct-instant-scheme-in-europdf/
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emerged, such as the immediate availability of funds, the maximum number of seconds to successfully 

execute an SCT transaction, certainty in the settlement of the funds on behalf of the beneficiary or maximum 

amount limits. The specific clearing and settlement mechanisms are out of the scope of the SCT Instant 

scheme, and it is at the discretion of each future SCT Instant scheme participant how to arrange its future 

incoming and outgoing SCT Instant scheme transactions.  

Spain is already taking steps towards real-time payments 

In Spain, immediate payments are a key issue in the development of the digital economy, and the financial 

system is in a strong position to confront this challenge. The Spanish central bank (Banco de España), 

together with industry stakeholder associations, decided in June 2015 to establish a strategy to develop a 

real-time payments system in Spain. Intrastate transfers are still the most common type in Europe, but 

SEPA’s target is to lower barriers for cross-border SEPA countries’ transfers and the Spanish proposal takes 

this issue into account. The first proposal was presented in July 2015 establishing the guidelines for two 

types of services: the basic service and value added services. The second type will use the structure of the 

basic service but will allow all participants to create innovative services to meet customer demands. The 

basic service will be developed under the control of Iberpay, which is already in control of the current 

national electronic clearing house (SNCE). This system will be developed following the requirements 

established by the European Union, using the credit transfer scheme and ISO 20022, and aims to provide 

interoperability not only within the Spanish financial system but also with all SEPA countries. This system will 

be connected to TARGET2, which currently offers three settlement windows. However, the Spanish project 

aims to reach real-time operation if TARGET2 allows it. Currently eCICLOM, Iberpay’s technological 

platform, can already handle immediate transfers. The timeline to launch this system will be in the summer of 

2017, and there are already different working groups focused on technology and regulation as well as a 

communications group in charge of reaching all stakeholders.     

Next steps 

The proposal for the design of a SCT Instant scheme is still at the planning stage, and further developments 

will be required to accomplish it. Detailed technical features such as exceptions and disruptions (e.g., 

message transmission issues, r-transactions) will be outlined in the EPC’s SCT Instant Rulebook and related 

Implementation Guidelines.  

An EPC processing mapping exercise in early 2016, in close dialogue with stakeholders, will resolve open 

issues such as maximum time allowed, how to address anti-money laundering obligations, checks required 

or maximum amounts. Similarly, this workflow is designed to operate between two instant scheme 

participants using the same clearing system. Several issues will be addressed for transactions involving 

more than one clearing system, such as the extra time required. 

Other important issues, related to credit and liquidity risk caused by the immediate availability of funds, are 

still unclear. This proposal requires the ECB to steer coordination between clearing mechanisms, settlement 

mechanisms and the EPC to reach a suitable solution. Limits to the transaction amount will probably be the 

first measure to be addressed, but further actions will be required, especially when the transaction is carried 

out by different players.    

Finally, the EPC will deliver a comprehensive project plan with milestones for the development of an SCT 

Instant scheme based on the outcome of the ERPB’s meeting in November 2015.  
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 5 Neobanks: creating a digital bank from scratch 

Making banking licences easier to obtain paves the way for new players 
Among the FinTech firms, some aspire to become banks and to provide a purely digital alternative to 

traditional institutions. Up to now, the biggest stumbling block they had run up against had been the 

complexity and cost when it came to obtaining a banking licence, but in the UK steps have already 

been taken to simplify this process, which has spawned several “neobanks”. 

Introduction 

A feature of the emerging companies within the financial sector (FinTechs) is that they specialise in a single 

product, where their greater flexibility and a better customer experience, as well as the lighter regulatory 

shackles, affords them a competitive advantage compared to the traditional banks. The segments of the 

banking value chain where most of these have sprung into being are in payments, and more recently lending 

to individuals and small businesses.  

A major group among those companies which seek to become protagonists in the financial lives of people or 

their reference bank are the so-called “neobanks”. These banks aspire to meet the financial needs of a very 

large portion of the population who have no need for sophisticated products. They basically use digital 

channels, especially or exclusively mobiles, and above all target customers from among the younger 

generations who are more willing to accept a bank with no physical presence.  

The range of products they offer is based on current and savings accounts, debit and pre-paid cards, basic 

services such as wiring money peer-to-peer, combined with various different financial management tools 

(help with savings schemes, and handling expenses and payments via alerts and messages etc.). Yet what 

makes them original is their focus on a better, more user-friendly experience, via mobile phones and other 

virtual channels, as well as their emphasis on transparency and bringing down commissions and fees. Using 

this approach they seek to build up customer loyalty and obtain data and feedback that can enable them to 

improve their services by tailoring them to consumers’ needs.  

So far, the volume that such banks command in terms of customer numbers is small and what they offer is 

founded on basic services, mainly current and savings accounts. Nonetheless, their needs-oriented 

approach to customers, especially millennials, and their originality makes them worth consideration as 

potential competitors for the established banks.  

Compared to the traditional banks, they have the advantage of not having a complex legacy technology 

burden, with data that is hard to exploit through being organised into silos, and the cost-saving that comes 

from not having a physical distribution network. Such modernity and simple technology systems, as well as 

non-reliance on a physical network, make them very well-placed to grow rapidly in new markets. 

Furthermore, right from the start they have attached importance to customer data which will allow them to 

tailor their products to customer needs and offer keener prices. Agility and efficiency of this type, as well as 

greater familiarity with the needs of digital customers, are what gives them the edge in competing with the 

traditional banks. 

Two approaches: relationship-only and full service 

Although they all describe themselves as banks, two broad groups are discernible. On the one hand, there 

are the companies that have no banking licence and only offer the customer a relationship-side service, 

either using a traditional bank for processing transactions or in a partnership model. In such a case, 

compliance with the regulations is ensured by the bank on which they base themselves. Such companies 

focus the value they can offer on a better user experience, and place emphasis on tools to help out with 
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financial management (PFM), such as Mint, which evolve by boosting transaction management services. 

Examples of this are: Simple, Moven and GoBank in the United States or Number26 in Europe.  

With the abundance of firms which offer financial services, building a bank by bundling up various services 

via APIs becomes feasible, where the way in which these are processed, or the bank through which they are 

supported, is transparent for the end user.  

We also come across a development in terms of pre-paid cards, whereby basic current account services can 

be provided without the usual regulatory requirements. This is, for example, the case of Bluebird, which is a 

product launched by Walmart and American Express to target relatively unbanked population segments in 

the United States, and which enables payments to be effected both into and out of the account.  

On the other hand, the second model involves those who seek to become all-in, one-stop-shop banks from 

the outset, but without branch-based distribution channels and set up as mobile banks. These include 

examples such as Fidor, a German bank founded in 2009, which is notable as an innovator and has been 

operating in the UK since 2015, or mBank in Poland.  

To operate as banks, while not using the model as in the case of the first group to ensure consumer 

protection, banks of this kind must obtain banking licences, which in most countries is a complex process 

and financially costly.  

To incentivise competition, the financial authorities in the UK (FCA and PRA) have changed the conditions 

for obtaining banking licences by lowering the capital requirements, extending the window for acquiring the 

capital necessary under Basel III and simplifying the process for obtaining a licence, which has made it 

possible to shorten the time for such processing from over two years (which is how long it took Metro Bank to 

obtain its licence as the first new bank to do so in 100 years) to six months under the new scenario. The new 

process for obtaining a licence consists of three phases
2
:  

 An initial application, where the official form and the business plan are submitted to a committee. 

 Application: this is submitted after the first phase has been satisfied 

 Licence start-up: capital build-up period 

From the publication of these rules until December, over 20 UK applications had been received and licences 

were given to Atom Bank in June 2015 and to Tandem Bank in December.  

Atom Bank was founded by Anthony Thompson, co-founder of Metro Bank, and investors in it include BBVA 

(with a 29.5% interest), Anthemis Group, Woodford Investment Management, Polar Capital Group and 

Marathon Asset Management. 

Tandem Bank, formerly known as OpenBank, was founded by, among others, Matt Cooper, who was 

previously with Capital One, and Ricky Knox, founder of Azimo. Investors in it include Route 66 Ventures.  

We will have to wait to see whether other countries take up the lead of Britain’s regulators and also simplify 

their procedures for obtaining authorisation to facilitate the entry of new banks.  

The traditional players are also looking into the options for distribution models via purely digital channels, 

examples of these being Hello Bank (a subsidiary of BNP Paribas) or UBank (of Australian bank NAB). In 

these cases, the range of products on offer could be broader and take in more complex products such as 

mortgages, as they have the backing of their parent banks.  

 

 

                                                                                                                                                            
2: Banking authorisation process, Financial Conduct Authority, London, 2014 <https://www.fca.org.uk/static/documents/banking-authorisation-process.pdf>  

https://www.mint.com/
https://www.simple.com/
https://www.moven.com/
https://m.gobank.com/
https://number26.eu/
https://www.bluebird.com/
https://www.fidorbank.uk/
https://www.bankmbank.com/
https://www.mymetrobank.com/
http://www.atombank.co.uk/
https://tandem.co.uk/
http://www.hellobank.com/
https://www.ubank.com.au/
https://www.fca.org.uk/static/documents/banking-authorisation-process.pdf
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DISCLAIMER 

This document has been prepared by BBVA Research Department. it is provided for information purposes only and 

expresses data. opinions or estimations regarding the date of issue of the report. prepared by BBVA or obtained from or 

based on sources we consider to be reliable. and have not been independently verified by BBVA. Therefore. BBVA offers 

no warranty. either express or implicit. regarding its accuracy. integrity or correctness. 

Estimations this document may contain have been undertaken according to generally accepted methodologies and 

should be considered as forecasts or projections. Results obtained in the past. either positive or negative. are no 

guarantee of future performance. 

This document and its contents are subject to changes without prior notice depending on variables such as the economic 

context or market fluctuations. BBVA is not responsible for updating these contents or for giving notice of such changes. 

BBVA accepts no liability for any loss. direct or indirect. that may result from the use of this document or its contents. 

This document and its contents do not constitute an offer. invitation or solicitation to purchase. divest or enter into any 

interest in financial assets or instruments. Neither shall this document nor its contents form the basis of any contract. 

commitment or decision of any kind.  

In regard to investment in financial assets related to economic variables this document may cover. readers should be 

aware that under no circumstances should they base their investment decisions in the information contained in this 

document. Those persons or entities offering investment products to these potential investors are legally required to 

provide the information needed for them to take an appropriate investment decision. 

The content of this document is protected by intellectual property laws. It is forbidden its reproduction. transformation. 

distribution. public communication. making available. extraction. reuse. forwarding or use of any nature by any means or 

process. except in cases where it is legally permitted or expressly authorized by BBVA. 

 

 

 



 

 15 / 15 www.bbvaresearch.com 

Digital Economy Outlook 

January 2016 

 

 

 

 

 

 

This report has been produced by the Digital Regulation Unit: 

Chief Economist for Digital Regulation Unit 
Álvaro Martín 
alvaro.martin@bbva.com 

Vanesa Casadas 
vanesa.casadas@bbva.com 

Israel Hernanz 
israel.hernanz@bbva.com 

Alicia Sánchez 
alicia.sanchezs@bbva.com 

Javier Sebastián 
jsebastian@bbva.com 

Pablo Urbiola  
pablo.urbiola@bbva.com 

Sang Gu Yim 
sanggu.yim@bbva.com 

  

With the contribution of: 
   

David Tuesta 
david.tuesta@bbva.com 

 

Alfonso Arellano 
alfonso.arellano@bbva.com 

 

 
 

 

 

  

 

BBVA Research 

Group Chief Economist 
Jorge Sicilia Serrano 

Developed Economies Area  
Rafael Doménech  
r.domenech@bbva.com 

Emerging Markets Area  
 

Financial Systems and 
Regulation Area  
Santiago Fernández de Lis 
sfernandezdelis@bbva.com 

Global Areas 
 

 

Spain 
Miguel Cardoso 
miguel.cardoso@bbva.com 

Europe 
Miguel Jiménez  
mjimenezg@bbva.com 

US 
Nathaniel Karp 
Nathaniel.Karp@bbva.com 

Cross-Country Emerging Markets 
Analysis 
Alvaro Ortiz  
alvaro.ortiz@bbva.com 

Asia 
Le Xia 
le.xia@bbva.com 

Mexico 
Carlos Serrano  
carlos.serranoh@bbva.com 

Turkey 
Alvaro Ortiz  
alvaro.ortiz@bbva.com 

LATAM Coordination 
Juan Manuel Ruiz  
juan.ruiz@bbva.com 

Argentina 
Gloria Sorensen 
gsorensen@bbva.com 

Chile 
Jorge Selaive  
jselaive@bbva.com 

Colombia 

Juana Téllez  
juana.tellez@bbva.com 

Peru 
Hugo Perea  
hperea@bbva.com 

Venezuela 
Julio Pineda 
juliocesar.pineda@bbva.com 

Financial Systems 
Ana Rubio  
arubiog@bbva.com 

Financial Inclusion 
David Tuesta 
david.tuesta@bbva.com 

Regulation and Public Policy 
María Abascal 
maria.abascal@bbva.com 

Digital Regulation 

Álvaro Martín 
alvaro.martin@bbva.com 

 

Economic Scenarios 
Julián Cubero  
juan.cubero@bbva.com 

Financial Scenarios 
Sonsoles Castillo  
s.castillo@bbva.com 

Innovation & Processes 
Oscar de las Peñas  
oscar.delaspenas@bbva.com 

 

Contact details: 

Azul Street, 4  
La Vela Building - 4 and 5 floor 
28050 Madrid (Spain) 
Tel.: +34 91 374 60 00 and +34 91 537 70 00 
Fax: +34 91 374 30 25 
bbvaresearch@bbva.com 
www.bbvaresearch.com  

mailto:bbvaresearch@bbva.com

